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ITGS Surveillance

Issues:

Privacy – Because people are now under heavy surveillance without their knowledge, resulting in an invasion of privacy. The invasion of privacy could be in many forms such as cameras, microchips, laser printers, and many others, some even hidden.

Surveillance – Because people’s actions are being monitored everywhere from the workplace to the street they live in, some even in their own houses.

People and machines – Because law enforcements might depend on surveillance footage which could have been tempered with or in an unfortunate angel leading to an unclear shot of what is actually happening.

Stakeholders:

Citizens – Through massive amounts of cameras around the world.

Employees – Being monitored in the work place

Law enforcements – Relies on security footage to make decisions.

Government – Trying to control the people.

Police and security – Quicker reaction from security to assist people having problems through monitoring them.

IT Systems

Databases are used to record the actions, especially transactions, made by people, often to find trends in the market and in consumer spending. However, at certain aspects, the IT system is being abused, invading the privacy of the people. For example, people are not being warned or told that their actions are being recorded. People are monitored in their cars (black box), on the Internet, even through their printers.

AOI

Home and Leisure – People’s actions are monitored even in their home through their Internet devices such as their laptops. The positive side of this is that people are less likely to do something illegal, and are more conscious and careful with their actions. The negative sides is that this is invading of privacy and most people are not aware of this surveillance so the positive sides mentioned above might not be.

Business and Employment – Employees are being monitored. Positives: Higher efficiency, more careful. Negative: Invading of privacy.